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FIRST CHANGE
5.2.8.3
Nsmf_EventExposure Service

5.2.8.3.1
General

Service description: This service provides events related to PDU Sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on PDU Sessions. The following are the key functionalities of this NF service.

-
Allow consumer NFs to Subscribe and unsubscribe for an Event ID on PDU Session(s); and

-
Notifying events on the PDU Session to the subscribed NFs.
-
Allow consumer NFs to acknowledge or respond to an event notification.

The following events can be subscribed by a NF consumer (Event ID is defined in clause 4.15.1):

-
UE IP address / Prefix change: The event notification may contain a new UE IP address / Prefix or an indication of which UE IP address / Prefix has been released.

-
PDU Session Release.

-
UP path change: a notification corresponding to this event is sent when the UE IP address / Prefix and / or DNAI and /or the N6 traffic routing information has changed.


The event notification may contain following information:

-
the type of notification ("EARLY" or "LATE").
-
for both the source and target UP path between the UE and the DN, the corresponding information is provided when it has changed:

-
DNAI.

-
UE IP address / Prefix.

-
N6 traffic routing information.

NOTE 1:
UP path change notification, DNAI and N6 traffic routing information are further described in TS 23.501 [2] clause 5.6.7.
-
Change of Access Type; The event notification contains the new Access Type for the PDU Session.

-
PLMN change; The event notification contains the new PLMN Identifier for the PDU Session.

-
Downlink data delivery status. The event notification may contain the status of downlink data buffering in the core network including:

-
First downlink packet per AF IP address 5-tuple in extended buffering and Estimated maximum wait time.



Event Filters are used to specify the conditions to match for notifying the events (i.e. "List of Parameter values to match"). If there are no conditions to match for a specific Event ID, then the Event Filter is not provided. The following table provides as an example how the conditions to match for event reporting can be specified for various Event IDs for SMF exposure.

Table 5.2.8.3.1-1: Example of Event Filters for SMF exposure events
	Event ID for SMF exposure
	Event Filter (List of Parameter Values to Match)

	DNAI Change
	None

	PDU Session Release
	


The target of SMF event reporting may correspond to a PDU Session ID, an UE ID (SUPI) an Internal Group Identifier or an indication that any UE is targeted (on a specific DNN).

When acknowledgment is expected the SMF also provides Notification Correlation Information to the consumer NF in the event notification.

The consumer NF may provide the following event-specific information when acknowledging an event notification:

-
For UP path change event:

-
N6 traffic routing information related to the target DNAI.

NOTE 2:
Acknowledgement to a UP path change event notification is further described in TS 23.501 [2] clause 5.6.7.
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